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Appendix i
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Appendix I

Insecure areas (Non-Commission personnel access)
Secure data storage  
and processing

F
IR

E
W

A
L

L

Data Centre

Main centre
Gateways/servers/
SANSecure
Area network distribution

Gateway  
racks

Server racks

Floor 11 Distribution node
Video/audio streaming
Hearing room  
Network distribution

Gateway  
racks

 Non-secure  
 internet access

 Secure internet  
 user access

 Declassified report  
 general access

 External party access

 Secure remote access

 Submission service

 VLAN trunks

Surveillance camera

Security zone boundary

Floor 11 Insecure zone

Non-secure PC Open public space

Media Media centre

No insecure access




